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Module 1:  Controlled Unclassified Information (CUI) 
Key Concepts 

 

1. Executive Order (EO) 13556 of November 4, 2010 “establishes an open and 
uniform program for managing information that requires safeguarding or 
dissemination controls.”  This is referred to as the Controlled Unclassified 
Information (CUI) Program. 

2. There are over 22 categories & 82 subcategories of Controlled Unclassified 
Information (CUI), or sensitive information types. 

3. Each CUI category or subcategory is based on one or more authoritative 
enactments (laws, regulations, government-wide policies or judicial 
decisions). 

4. Upon issuance of the Federal CUI Policy, the Federal CUI, the CUI Registry 
becomes the official repository of CUI Program information.  The Registry is 
a compendium of sensitive information categories, subcategories and their 
respective enacted authorities.   
  
Note: The Federal CUI Policy is targeted to be issued in calendar year 
2016. 

5. Upon issuance of the Federal CUI Policy, the DOI “Controlled Unclassified 
Information (CUI) Program Compliance Plan” will be Interior’s strategy for 
implementation of our sensitive information safeguarding and other handling 
practices.  The plan addresses five program requirement areas: governance, 
policy, personnel training, systems reviews, and agency’s internal self-
inspection. 
  
Note: The Federal CUI Policy is targeted to be issued in calendar year 
2016. 

 


